
E-Safety

Safeguarding young people 
on the internet 

and 
related technologies.
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https://youtu.be/-IOOn2wR8bU

https://youtu.be/-IOOn2wR8bU
https://youtu.be/-IOOn2wR8bU
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What risks should we be 
guarding against?

Following information from the EUKids online project
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Not just a problem for now

Your Digital Profile/Footprint
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Approach adopted by the 
School
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• Manage pupil well being (reassurance, support of victim).
• Contact safeguarding officer immediately 
• If possible and legal, save evidence.

All staff receive training in E-Safety 

but a general guideline for Cowbridge staff 
on being made aware of an  E-Safety Issue:

Teachers and other staff
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All pupils receive continuous 
and age appropriate training in 

keeping themselves safe:

Pupils
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• Never to agree to meet someone that you have met online. If you do not know the 
person in ‘real life’, tell your parents if they ask to meet you.

• Do not give out personal information about yourself online without your parent’s 
permission. This includes your name, where you live or your telephone number.

• Talk to your parents first about pictures you want to post online, whether they be of 
yourself or your friends or family members.

• Do not respond to messages you receive that are mean or speaking meanly about 
others. Tell your parents about these messages.

• Do not give out any of your passwords to friends or anyone you meet online.
• Check with your parents first before downloading or installing any software on your 

computer.
• Ensure privacy settings are activated on all of social media websites you use.
• Always be kind of others online. Do not do anything that may hurt others including 

joining in conversations discussing other people’s problems.
• Be careful about discussing details about your own personal problems with your 

friends online. It is better to speak to them in person. Tell your parents or teacher if 
you are struggling with something.

www.safesearchkids.com/internet-safety-tips-for-kids/#.WNjc9m_yvcs

“Rules” that we emphasise in Key Stage 3.

http://www.safesearchkids.com/internet-safety-tips-for-kids/#.WNjc9m_yvcs
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Video shown to Year 7 pupils

www.youtube.com/watch?v=kgCNGvL0g1g

http://www.youtube.com/watch?v=kgCNGvL0g1g
http://www.youtube.com/watch?v=kgCNGvL0g1g
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Older Pupils – Social Media and Digital Footprint
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Suggested approach for 
Parents
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http://www.childnet.com/resources/supporting-young-people-online

http://www.childnet.com/resources/supporting-young-people-online
http://www.childnet.com/resources/supporting-young-people-online
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http://www.childnet.com/resources/supporting-young-people-online

http://www.childnet.com/resources/supporting-young-people-online
http://www.childnet.com/resources/supporting-young-people-online
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Where to find more 
information

E-Safety
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UK Safer Internet Centre

www.saferinternet.org.uk/advice-centre/parents-and-carers

http://www.saferinternet.org.uk/advice-centre/parents-and-carers
http://www.saferinternet.org.uk/advice-centre/parents-and-carers
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Childnet

www.childnet.com/parents-and-carers

http://www.childnet.com/parents-and-carers
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https://www.vodafone.com/content/digital-parenting.html

Vodafone Digital Parenting

https://www.vodafone.com/content/digital-parenting.html

